
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 





 

 

 

 

 

 

 

 

 

 









▪ 

▪ 

▪ 

 

▪ 

▪ 

▪ 



 

▪ 

▪ 

 

▪ 



▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

¬

¬

¬

¬

mailto:canaletico@neiker.eus


 

▪ 

 

¬

¬

¬

¬

¬

¬



 

▪ 

▪ 

▪ 



 

▪ 

▪ 

▪ 

▪ 

¬

¬

¬

¬

¬

¬

¬

¬



▪ 



 

 

 

 

 

¬

¬

¬

¬

¬

¬

¬

¬

¬

¬

¬

¬

¬



 

 



▪ 

▪ 

▪ 

▪ 

¬

¬

¬

¬

¬

¬

¬



 

▪ 

 

▪ 

▪ 

¬

¬

¬

¬

¬

¬

¬



▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

¬

¬

¬

¬

¬

¬



▪ 

▪ 

▪

▪

▪

▪

¬

¬

¬

¬

¬

¬



▪ 

▫

▫

▪ 

▫

▫

¬

¬

¬

¬

¬



▫



▪ 

▪ 

▪ 

¬

¬

¬

¬

¬

¬

¬





 

▪ 

▪ 

▪ 

▪ 



▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 



▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 

▪ 



▪ 

▪ 

▪ 

▫  The website, corporate blogs, accounts or profiles on 

social networks, etc. are for handling communication and 

corporate brand image, so their use and content must always 

be controlled, approved and verified by the organisation.

▫  Obviously company control does not extend to personal use 

of social networks or instant messaging applications by its 

staff, except if the organisation is the subject of 

communications on the said networks, so the use of the 

company's name, products or services or those of other work 

colleagues, managers, etc. in this private context must take 

into account all the above, while respecting the limits of 

freedom of expression.

▫  The following are not allowed: sending any reference to 

matters, clients, interlocutors and colleagues involved in 

professional activities for NEIKER and, in general, any kind 

of information subject to a duty of confidentiality. Nor may 

corporate logos, brands or image elements be used in 

personal interventions on social networks.

▫  Files containing sensitive data or data that must be kept 

private are not to be sent by instant messaging, as the 

information could be accessible to many people, both known 

and unknown, so there may be a risk to your privacy and that 

of others. We recommend you do not provide personal, 

private and/or intimate information or any that you want 

to keep reserved, but only professional information related 

to the company.
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▫  Do not leave the originals of any document in printers or 

photocopiers but remove them immediately, especially if 

they contain personal data.

▪ 

▫ A user name and password will be provided to access 

electronic resources; the password will be time-limited by 

the system.

▫ Do not share it with anybody or write it down anywhere.

▫ Do not tell your computer to "remember" passwords.

▪ 

▫ Avoid opening documents of unknown origin.

▫ Do not click on links that might take you to insecure websites.
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